														


REQUEST FOR NETWORK & SYSTEM ACCESS�
�
This document is subject to the PRIVACY ACT of 1974�
�
Public Law 99-474, the Counterfeit Access Device and Computer Fraud and Abuse Act of 1984, authorizes collection of this information.  The Information will be used to verify that you are an authorized user of a Government automated information system (AIS) and/or to verify your level of Government security clearance.  Disclosure of this information is mandatory.  Failure to provide the information will prevent access being granted.  Disclosure of records or the information contained therein may be specifically disclosed outside the DoD according to the "Blanket Routine Uses" set forth at the beginning of the DISA compilation of systems of records, published annually in the Federal Register, and the disclosures generally permitted under 5 U.S.C 522a(b) of the Privacy Act.�
�
PART I                                                                                                                     DATE:�
� FORMTEXT ��     ��
�
FROM (Unit CSSO):�
� FORMTEXT ��     ��
UNIT:�
� FORMTEXT ��     ��
�
THROUGH (Unit Commander):�
� FORMTEXT ��     ��
�
TO:�
 CF/SCBIA, CF/SCBN IN TURN�
�
PART II                                                           User Information�
�
Request the following individual be granted access to the base Local Area Network and the on-line systems designated below.�
�
LAST NAME, FIRST NAME, MIDDLE INITIAL:�
RANK:�
SSAN:�
�
� FORMTEXT ��     ��
� FORMTEXT ��     ��
� FORMTEXT ��     ��
�
UNIT & OFFICE SYMBOL:�
DUTY PHONE (DISN):�
DUTY PHONE (COMM):�
MILITARY JOB TITLE:�
�
� FORMTEXT ��     ��
  � FORMTEXT ��     ��
( � FORMTEXT ��   � )   � FORMTEXT ��     ��
� FORMTEXT ��     ��
�
PART III		                        Systems Requiring Access�
�
LAN/WAN�
 � FORMTEXT �� ��
E-MAIL�
� FORMTEXT �� � �
Web Browser�
� FORMTEXT �� � �
SUPPLY [GV]�
� FORMTEXT �� � �
MAPPER [J6]�
� FORMTEXT �� � �
�
FINANCE [BQ/TQ]�
 � FORMTEXT �� ��
APDS [VW]�
� FORMTEXT �� � �
GO81�
� FORMTEXT �� � �
PCIII�
� FORMTEXT �� � �
CAMS [FS]�
� FORMTEXT �� � �
�
MICAP [GW]�
 � FORMTEXT �� ��
BCAS�
� FORMTEXT �� � �
CMOS�
� FORMTEXT �� � �
WIMS [CE]�
� FORMTEXT �� � �
MILMOD�
� FORMTEXT �� � �
�
GCCS (Any Module)�
 � FORMTEXT �� ��
CIS�
� FORMTEXT �� ��
CAS-B�
� FORMTEXT �� ��
C2IPS�
� FORMTEXT �� ��
MANPER-B�
� FORMTEXT �� ��
�
LOGMOD�
 � FORMTEXT �� ��
DEMS�
� FORMTEXT �� ��
FAMS�
� FORMTEXT �� ��
ASCP�
� FORMTEXT �� ��
GCSS�
� FORMTEXT �� ��
�
� FORMTEXT ��     ��
 � FORMTEXT �� ��
� FORMTEXT ��     ��
� FORMTEXT �� ��
� FORMTEXT ��     ��
� FORMTEXT �� ��
� FORMTEXT ��     ��
� FORMTEXT �� ��
� FORMTEXT ��     ��
� FORMTEXT �� ��
�
Mainframe DEMAND access required:�
YES�
� FORMTEXT �� ��
NO�
� FORMTEXT �� ��
�
PART IV		                                  Certification�
�
The individual listed in Part II above has read and understands each of the following statements, and must initial each statement below, to acknowledge receipt of training and understanding:�
�
INITIALS:�
�
�
�
I understand the network operates in a Sensitive But Unclassified (SBU) mode, and I will NOT introduce or process any classified data on the network.�
�
�
I acknowledge my responsibility to use the network for official government business only and will NOT use it for personal or private use or gain.�
�
�
I understand the need to protect my password and will NOT share it.  I acknowledge I may be held liable for any actions taken under my account due to my failure to adequately protect my password from unauthorized disclosure.�
�
�
My password will consist of a minimum of 8 characters, using a combination of upper and lower case letters, numbers, and special characters.�
�
�
I will NOT attempt to "hack" the network to gain access to data for which I am not specifically authorized.�
�
�
I understand my responsibility to report any computer/network issues to my Computer System Security Officer (CSSO).  �
�
�
I acknowledge that use of a DOD computer/network constitutes consent to monitoring, and that unauthorized use could result in administrative, criminal, or other adverse action. �
�
�
I acknowledge my responsibility to NOT introduce any software or hardware not acquired through official channels, or not approved in writing by the unit commander.  I acknowledge my responsibility to virus-scan all software and data files before introducing it into a DOD computer/network.�
�
�
I understand my responsibility to complete the Security Awareness Training Education (SATE) training annually.  (NOTE: CSSO attach initial training verification sheet for all new users)�
�
                Date initial SATE training completed:�
� FORMTEXT ��     ��
�
�
I understand chain letters are prohibited and are NOT to be forwarded to anyone and will be reported immediately to my unit CSSO.�
�
�
In the event I leave the Air National Guard permanently, for any reason, it is my responsibility to inform my CSSO, so I may be removed from network and system access.�
�
FOR OFFICIAL USE ONLY (When Filled In)�
�
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PART V             Security Clearance Information(completed by Unit Security Manager/Alternate)�
�
Type Investigation�
� FORMTEXT ��     ��
Date Granted:�
� FORMTEXT ��     ��
Clearance Level�
� FORMTEXT ��     ��
�
SECURITY MANAGER (Name/Rank/Title)�
SECURITY MANAGER Signature�
�
� FORMTEXT ��     �


Unit Security Manager�
�
�
PART VI                                                               User Certification�
�
"I certify that I have been fully briefed and provided training relative to the use of the local area network, all on-line systems I have the need (in my assigned job) to access, and the proper use of the WWW browser and electronic mail systems.  I understand that protection of official government data is paramount to mission accomplishment.  I understand that violations of these procedures may be reason to have my access to all systems immediately revoked, and that these violations may also be punishable by both civil (criminal) and military (UCMJ) actions."�
�
�
DATE:�
� FORMTEXT ��     ��
�
TYPED NAME/RANK of individual listed in PART II�
 SIGNATURE of individual listed in PART II�
�



� FORMTEXT ��     ��



�
�
PART VII                                                          CSSO Certification�
�
"I certify that I have provided (as a minimum) training in the requirements listed above, and the individual requires access to the systems listed."�
�
�
DATE:�
� FORMTEXT ��     ��
�
TYPED NAME/RANK of unit CSSO�
SIGNATURE of unit CSSO�
�
� FORMTEXT ��     �


CSSO�



�
�
PART VIII                                                 Unit Commander Certification�
�
"The person listed above in PART II is a member of my unit and is authorized access to the systems indicated above in the performance of their assigned duties."�
�
�
DATE:�
� FORMTEXT ��     ��
�
TYPED NAME/RANK of unit Commander�
SIGNATURE of unit Commander�
�
� FORMTEXT ��     �


Commander�



�
�
PART IX                                                            CF/SCB Use Only�
�
Information Assurance (IA) Office Review�
�
IA Review Date:�
�
IA Reviewer Initials:�
�
�
Approved for access as requested:�
YES�
�
NO:�
�
�
Return to unit CSSO for completion/recertification:�
YES�
�
NO:�
�
�
Reason request returned to CSSO:








�
�
PART XI                                        Network Control Center (NCC)(Optional)  �
�
TERMINAL ID Assigned:�
�
USERID Assigned:�
�
�
TERMINAL ID Assigned:�
�
USERID Assigned:�
�
�
TERMINAL ID Assigned:�
�
USERID Assigned:�
�
�
TERMINAL ID Assigned:�
�
USERID Assigned:�
�
�
Work Order Number:�
�
Date Install Completed:�
�
�
Date CSSO Notified:�
�
Completed by:�
�
�
�
�
FOR OFFICIAL USE ONLY (When Filled In)�
�
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